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citizens, Title X 
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Glossary

• Telehealth: The use of electronic information and 
telecommunication technologies to support and promote long 
distance clinical care, patient and professional health related 
information, public health, and health administration

• Telemedicine: The remote diagnosis and treatment of patients by 
means of telecommunications technology – Clinical Services

• Originating Site: Where the patient receiving a telehealth service is 
located. This location can be either with the patient’s physician or 
other qualified healthcare professional or by the patient self-initiating 
the encounter with the provider.
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Telehealth at Unity Prior to COVID19

• Some experience with Telehealth from previous grants

• DC’s telehealth regulations did not recognize a patient’s home 
as an originating site

• Audio and video visits not reimbursed at the same rate as in-
person visits

• Many patients with lack of access to devices and connectivity 
and limited tech literacy
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Emergency Rule

• The Medicaid Authority in D.C., in 
recognition of the need for 
enhanced access to care while 
maintaining social distancing, 
implemented an emergency rule.

• Emergency rule recognized the 
patient's home or location as a 
reimbursable telehealth (video and 
audio) originating site.

• The D.C. Medicaid parity law 
allowed for audio and video 
telehealth visits to be reimbursed 
at the same rate as in-person 
visits.

Wednesday, March 11, 2020
Today, Mayor Muriel Bowser declared both a state 
of emergency and a public health emergency, 
effective immediately.
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Unity’s Rapid Telehealth Response to the 
Pandemic

• Nearly zero telehealth visits to 
over 800 visits/day within a 
space of 30 days.

• At the peak, Unity saw nearly 
1,000 patients a day virtually.

• Value for population health 
management and for patients 
who suffer from chronic disease.
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Poll #1 – Have you implemented telehealth 
services at your health center?

1. Yes, we have fully implemented telehealth services.

2. Yes, we have partially implemented telehealth services.

3. No, we have not significantly implemented telehealth services.
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Poll #2 – Have you performed a Telehealth 
risk assessment?

1. Yes, we have performed a telehealth risk assessment.

2. Yes, we have partially performed a telehealth risk assessment.

3. No, we have not performed a telehealth risk assessment.
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Telehealth Risk 
Assessment
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Rationale and Purpose

• As the expansion of telehealth continues, robust clinical, 
operational, and technical telehealth processes are necessary 
in order to increase patient safety and limit risk. 

• Unity Health adapted the ECRI (Emergency Care Research 
Institute) risk  assessment guidance to develop a tool to 
prevent, identify, and manage clinical risks associated with 
developing, implementing, and maintaining a telehealth 
program.
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Methodology

• Unity Health adopted the methodology and framework of the 
ECRI (Emergency Care Research Institute) telehealth risk 
assessment tool issued in the summer of 2020. 

• Source: ECRI Clinical Risk Management Program. Practice 
Alert! Managing Clinical Risks Associated with Telehealth 
Programs. Published May 22, 2020. Available at no cost to 
HRSA-funded health centers and free clinics. For access, 
contact clinical_rm_program@ecri.org.
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Methodology
• The comprehensive approach of this guidance allows for the complete 

assessment of seven dimensions to prevent, identify, and manage 
clinical risks associated with developing, implementing, and 
maintaining a telehealth program. 

• Each dimension includes telehealth strategies. Each strategy was 
assessed under three categories: 

1) Completed
2) In progress, and 
3) In Need

• Action items were proposed to address the completion of the 
strategies at Unity and to inform the telehealth policy and procedure.
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Dimensions of Telehealth Assessment

Telehealth Program 
Development 

Privacy , Security, and 
Confidentiality

Patient Education and Informed 
Consent Credentialing and Privileging

Equipment and Technology Provider and Staff Education

The Conduct of Telehealth Visit
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7 Dimensions of Telehealth Program Development

Create a 
multidisciplinary 
team to evaluate 
the feasibility of 
implementing a 

telehealth 
program. 

Collaborate with 
your regional 

telehealth 
resource. 

Evaluate 
telehealth needs 
of your specific 

patient 
populations.

Assess health 
center’s 

readiness and 
create an action 
plan to address 

gaps.

Incorporate 
evaluation 

measures to 
assess  program 

quality and 
identify 

opportunities for 
improvement. 

Monitor national 
policy and 

current state 
laws. 

Conduct 
Telehealth Visit
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The Multidisciplinary Telehealth 
Risk Assessment Team

Dimension Team Member

Telehealth Program 
Development

Clinical Operations

Privacy, Security & 
Confidentiality

Compliance/Privacy Officer/IT
Security Officer

Patient Education & Informed 
Consent

Operations

Credentialing & Privileging Human Resources

Equipment and Technology IT Security

Provider & Staff Education Operations

The Conduct of the Telehealth 
Visit

Clinical Operations & Patient 
Experience
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Privacy Security and Patient 
Confidentiality 

• Verify with software vendors that telehealth technology is Health 
Insurance Portability and Accountability Act (HIPPA) compliant.

• Ensure only authorized users have access to ePHI. 

• Monitor secure communication systems to prevent accidental or malicious 
breaches.

• Hold telehealth appointments in private, to avoid being overheard.
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Patient Education and Informed Consent 

• Educate patients about telehealth. Include risks and benefits, alternatives 
if available, and the limitations of the equipment and technology. 

• Walk patients through a virtual visit, and consider doing a trial run while 
at the health center.

• Provide patients with a written telehealth preparation checklist.

• Review state requirements for informed consent.

• Obtain patient informed consent.
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Credentialing and Privileging

• Verify that remote practitioners are qualified to practice telehealth medicine in 
the jurisdiction where  they are requesting privileges.

• Track state laws that may affect the practice of telehealth and consult with 
local legal counsel to ensure legal telehealth requirements are met. 

Reference: Center for Connected Health Policy: All telehealth policies - CCHP 
(cchpca.org)

• Incorporate selected clinical telehealth performance measures into your health 
center's privileging processes. 

• Monitor for adverse outcomes and discrepancies in diagnosis, treatment, and 
follow-up between telehealth and face-to-face visits.
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Equipment and Technology

• Determine health center equipment needs in and conduct a technology 
assessment prior to purchasing any new equipment. 

• Verify that hardware and software is compatible with your electronic 
health record (EHR). 

• Conduct routine equipment testing and maintenance to address potential 
problems before they affect patient care. Including ongoing quality checks 
of audio, video, and data transmission. 

• Perform equipment calibration before every telehealth visit and document 
results. 

• Ensure that future technology costs, including equipment and software, are 
in your telehealth business plan. 

21



Provider and Staff Education

• Train providers and staff on telehealth topics, including the goal of the 
telehealth program, key roles and responsibilities, policies and procedures, 
and quality metrics.

• Identify "super users" who can assist other users with telehealth processes 
and help communicate processes change. 

• Develop instructions for staff on what to do in the event of equipment 
malfunction. 

• Train staff regularly on ways an organization may be hacked by 
cybercriminals, and on how to prevent security breaches.
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Conducting Telehealth Visits

• Recognize that  telehealth requires meeting the same standard of care as face-to-
face encounters. During the visit, if it is determined that telehealth is not 
appropriate for the patient’s individual situation and medical needs, the provider 
should arrange for alternative evaluation and treatment. 

• Ensure that a lawful patient-provider relationship exists or can be properly 
established during the telehealth visit according to state laws. 

• Use a preparation telehealth etiquette checklist to ensure that professional 
standards are upheld during the visit. 

• Follow federal and state laws regarding online prescribing.

• Document any provider-patient interactions using telehealth services in the EHR.
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The Risk Assessment 
Tool
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Example Telehealth Risk Assessment



Results
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Unity Health Self Assessment

• Happy surprise! 11 Strategies were completed

• 16 Strategies were already in progress

• Some strategies will remain in progress as the dynamics of 
emergency declarations required constant monitoring. For 
example: Federal and state policies regarding prescribing, 
licensure

• 3 Strategies that were in need of development

• 2 Strategies were not needed at Unity such as equipment 
calibration
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Evaluation of Telehealth 
Services Results and 

Benefits

28



Poll #3 – How much of your services do 
you envision will continue via telehealth?

1. 75%  or higher of  our services will continue via telehealth.

2. About 50% our services will continue via telehealth.

3. About 25% our services will continue via telehealth.

4. None or very little of our services will continue via telehealth.
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Poll #4. What kind of services do you envision 
will continue to expand via telehealth?

1. Primary care

2. Mental and behavioral health

3. Dental health

4. Specialties

5. Other

• Pick all that apply
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Telemedicine Benefits

Unity realized benefits and opportunities over the past two years 
with our experience with telemedicine that include:

• Reduce exposure to disease

• Cost effective

• Convenient

• Reduce travel time/time off work

• Engage family and care team members

• Scheduling flexibility

• Reduced wait times

• Reduced no show rates
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Patient Experiences and Benefits

Patients who connected with their providers via video were 
generally pleased with their experiences and noted several 
benefits of connecting via video.

 Were able to connect with relative ease 

 A few had help and felt more comfortable each time

 Appreciated staying home, limiting COVID exposure

 Valued saving time by eliminating clinic/ER wait times 

 A few patients had audio issues and were turned off by using video
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Shorter Wait Times
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Significant Reduction in No Show Rates
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Patients Perception of Quality of Care
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Recommendations and 
Lessons Learned

36



Lessons Learned

• Perfect is the enemy of Good. Begin 
somewhere to assess your telehealth 
risk.

• Look and use your regional resources

• Collaborate with all your internal 
stakeholders. It is not a technical issue 
only.

• Adoption by providers is key

• Telehealth is a dynamic process that is 
in the growing phase. Plan to assess 
your risks regularly
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Recommendations for Unity Health Care

• Refine workflows and care model to further enhance the 
telemedicine experience for patients.

• Create a multi-disciplinary work group to review findings from assessments 
and lessons learned and formalize processes

• Explore and pilot adding applications to TVs or patient portal to 
demonstrate and promote the use of the new digital options for 
patients including, telemedicine visits, patient portal, contactless 
check-in.

• Evaluate if we should continue using our current technology 
platform.

• Refresh Telehealth Risk Assessment and update action plan 
annually.

• Expand recidivism services to include training and implementation 
of telemedicine visits. 
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Thank You!
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